**Pajaro Valley Unified School District Student and Employee Acceptable Use Policy**

PVUSD is dedicated to the use of technology as a tool to enhance learning, increase productivity and promote creativity. The internet and use of technology communication tools are extremely valuable for collaboration, publishing, and interacting with peers, experts, and other audiences.

Specifically the use of the internet provides opportunities to access a wide variety of information, reference materials, and educational resources previously inaccessible. However by its very nature, the free-flowing, uncensored exchange of information and communication that characterizes the internet has forced the issue of how and by whom the network should be used. As a result, the District has created an acceptable user policy to ensure safe and legitimate uses of the internet and the District’s network and computers. Students that bring personal mobile devices to school will be expected to follow policy outlined here. This policy is to be regularly reviewed by the Superintendent or designee to ensure its effectiveness.

**Internet Safety Guidelines**

All staff, students and parents should be aware of the potential dangers that the use of the internet may bring.

These are some example guidelines to ensure student safety when using the internet:

• All students should have adult supervision when using the internet.

• Users should not reveal personal information about themselves or others on the internet.

• Students should not place photos of themselves or others on the internet.

• Users should never meet with a person or persons they have met only on the internet.

The purpose of PVUSD’s Acceptable Use Policy (AUP) is to comply with the Children’s Internet Protection Act (CIPA) by preventing unlawful and malicious activities by users on the PVUSD network, and securing confidential information from unauthorized access. The use of the PVUSD network is a privilege, not a right. All students will submit a signed and completed AUP every academic year to their site’s administration before using District computers and network. Staff members must sign an AUP, which will be kept on file at their site, before using District computers and network. All users, with or without a signed AUP must comply with every aspect of this policy. Any violation of this AUP may result in disciplinary and/or criminal action. Users are expected to report any security problems or misuse of district technology.

The District utilizes an internet filter to block access to content that is obscene, pornographic, or detrimental in general. The District reserves the right to monitor users’ network activities. Therefore, users should have no expectation of privacy concerning the use of the PVUSD network. This includes, but is not limited to, all electronic communication such as e-mail, chatting, blogging, etc.

**Acceptable Uses of the PVUSD Network**

The PVUSD network is to be used for educational purposes and District business, such as: class assignments, career development activities, educational research, extra-curricular activities, social media communication activities and access to network resources.

As new technologies emerge, PVUSD will attempt to provide access to them. The policies outlined here are intended to cover all available technologies, not just those specifically listed.

**Unacceptable Uses of the PVUSD Network**

Any unlawful or malicious use of the PVUSD network, such as, but not limited to:

• Accessing, posting, submitting, publishing, displaying or transmitting any of the following:

♣ Pornographic or sexually explicit material

♣ Material that could be construed as harassment or disparagement of others based on race/ethnicity, national origin, gender, sexual orientation, age, disability, religion, or political beliefs

♣ Obscene depictions

♣ Materials that are threatening or encourage illegal activities

• Selling or purchasing illegal items or substances

• Selling anything using the district network

• Accessing and/or spreading malicious files, such as viruses, worms, spam, etc.

• Attempting to bypass the content filter to access blocked sites such as, but not limited to proxy sites.

• Violation of copyright laws or plagiarism of any kind.

• Causing harm to others or damage to property, such as, but not limited to:

♣ Cyberbullying: It shall be the student’s responsibility to report any cases to the student’s teacher or other staff member.

♣ The use or distribution of profane, abusive, or offensive language; threatening, harassing, or making damaging or false statements about others.

♣ Using, deleting, copying, modifying or forging other users’ names, emails, files, or data.

♣ Using another person’s network account name, information or credentials.

♣ Disclosing information that could potentially lead to unauthorized access of network account name, information or credentials.

• Accessing the PVUSD network, either internally or externally, to pursue “hacking.”

• Using the network to encourage the use of drugs, alcohol, or tobacco.

• Using the network for commercial, political, religious or gambling purposes.

**Penalties for Violation of the AUP:**

Any intentional violation of this AUP may result in the loss of the user’s network access, disciplinary and/or legal action for both students and employees, including suspension or expulsion from District schools, or dismissal from District employment and/or criminal prosecution by government authorities. The District will attempt to tailor disciplinary action to the severity of the violation.

**Disclaimer and Waiver**

The District makes no guarantees about the quality of the services provided and is not responsible for any claims, losses, damages, costs, or other obligations arising from use of its network, computers or accounts. Any additional charges a user accrues due to the use of the District’s computers or network are to be borne by the user; the user hereby waives any and all claims against the District and further agrees to indemnify and defend the District for and against any claims arising out of the use of the District’s network, computers or accounts. The District is not responsible for the accuracy or quality of any information obtained through user access. Any statement, accessible on the computer network or the Internet, is understood to be the author's individual point of view and not that of the District, its affiliates, or employees.

I have read, understand, and agree to abide by the provisions of the Acceptable Use Policy of the Pajaro Valley Unified School District.